
Q: Service providers have been 
investing to provide a bigger data 
“pipe” to their customers. What is 
driving this activity? 
A: There are two key trends driving 
this: The quantity of mobile devices 
(smartphones, notebooks, tablets, etc.) 
that can be used to consume data has 
grown sharply over the last five years. 
Also, the types of content being con-
sumed has changed. Not too long ago, 
we used phones, notebooks, and tab-
lets as though they were simple digital 
assistants. Now, we’ve added activities 
like streaming and uploading high-def-
inition videos, audio, music, etc. These 
two trends have combined to exponen-
tially grow the data traffic that must be 
handled by the service providers. They 
now need to cost-effectively increase 
their rate and reach to meet the needs 
of their mobile and wired customers. 
Two solutions they will use include Dis-
tributed Base Stations and G.fast. 
Q: What is the greatest electrical 
threat to keeping Distributed Base 
Stations in operation? 
A: Base stations are located out of 
doors and can be located in remote and 
high-lightning areas. A direct or near-
direct strike produces such high volt-
ages that damaging currents can flow 
through the power input lines. These 

transient voltage surges need to be di-
verted or clamped to a level that the sys-
tem can survive. Secondly, short circuits 
due to power-line accidents or switch-
ing transients can also disrupt service. 
Q: What can be done to prevent 
system damage during these power 
surges? 
A: One of the simplest and easiest to 
implement is the use of surge-protec-
tion devices at the input stage of the 
power supplies. These devices will di-
vert the surge energy away from the cir-
cuit, as well as clamping the high-volt-
age spike so that the system will not be 
brought down. By limiting the surge en-

ergy that the system experiences, the 
prevention of service disruptions, im-
provement to system reliability, and 
lower overall maintenance concerns and 
costs can be realized.
Q: What devices are used for 
protecting a base station? 
A: The most appropriate protection is a 
combination of fuses and robust clamp-
ing diodes that can be installed in the 
ac power distribution box. One exam-
ple is the Littelfuse high-power AK/LT-
KAK series TVS diodes, which offer supe-
rior clamping performance over standard 
silicon avalanche diodes (SAD) technolo-
gies. Through the use of the AK/LTKAK 

series, the voltage rise due to surge 
currents is contained to a minimum. 
Q: What if some base stations 
are more susceptible to lightning 
strikes than others? 
A: The Littelfuse series of TVS diodes 
can be connected in series or parallel 
to create very high-capacity protec-
tion solutions. They also incorporate 
a no-wear-out mechanism, offer fast-
er response times, lower leakage lev-
els, and compact design. 
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Q: What is the new Digital 
Subscriber Line G.fast protocol? 
A: In this new, wired implementation 
(Fig. 1), service providers will use ex-
isting fiber optic cables to bring high-
speed connections to transition points 
like FTTdp (Fiber To The Distribution 
Point) and FTTH (Fiber To The Home). 
At these points, fiber will be converted 
to copper pairs that already exist at the 
customer location. The copper pairs will 
then run into the customer premises 
where they will connect to a G.fast mo-
dem, which will provide data connectiv-
ity via Fast Ethernet, Gigabit Ethernet, 
and/or WiFi. 
Q: What kind of performance is 
expected through the use of the 
G.fast interface? 
A: Performance targets depend on the 
actual loop length, but are aimed at 150 
Mbit/s for some very long distances and 
as high as 1 Gbit/s for close distances. 
Q: Why does our telcom company 
include this new interface instead 
of bringing the fiber into our 
home? 
A: While fiber provides the highest 
speeds, installing these cables is ex-
tremely intrusive to the property and 
building, as well as expensive. Imple-
menting G.fast allows the service pro-
viders to use existing plant to minimize 
costs and intrusions.
Q: What types of protection do I 
need against surge transients? 
A: This depends on the needs of the ap-
plications and the type of communica-
tion line being used (xDSL vs. G.fast). Lit-
telfuse offers a number of products for 
overvoltage/surge protection of all fla-
vors of DSL, and the new G.fast proto-
col. Examples include the DSLP Biased 
Series, which provides a typical surge ca-
pacity of 35 Amps (8/20 µs) with only 1.3 
pF of typical loading capacitance, and is 
packaged such that flow-through routing 
of the data tracks is possible (Fig. 2). The 
SDP Series of protection thyristors pro-
vides tertiary or line-driver-side protection 
up to 15 amps (5/310 µs), and the SDP Bi-
ased Series provides protection up to 50 
amps (8/20 µs). In addition, for regions 
with extremely high surge events, the 
semiconductor protection can be com-
plemented with the use of Gas Discharge 
Tubes at the Tip/Ring input. They will in-
tercept the surge transients and dissipate 
the energy to a level that the system and 
semiconductor protection devices can re-
liably handle. ¢
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Application Note:
Creating a Class H xDSL Line Driver Protection Solution  
using the SDP0240T023G6 SIDACtor® Protection Thyristor
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The SDP0240T023G6 SIDACtor® 
Protection Thyristor is engineered 
for tertiary overvoltage protection 
in applications such as the VDSL2, 
ADSL2, and ADSL2+ cards 
commonly used in broadband 
communications. This robust, 
solid-state component provides a 
surge capability of 30A (based on 
the IEC 61000-4-5 1.2/50–8/20μs 
waveform) in a compact, surface-
mount SOT23-6 (see Figure 3) package; most components of 
similar size offer far less surge handling capabilities.

Because it is designed to have minimal impact on data 
signaling, the SDP0240T023G6 will not  negatively impact the 
application’s rate or reach. This component was created using a 
new silicon process (patent pending) that provides a high-speed 
crowbarring response to surges, ensuring lower overshoot 
voltages and improved ESD, lightning, and power fault 
protection. This process also ensures the component’s low off-
state capacitance will vary less than 1pF over the range from 0V 
to its standoff voltage without external biasing (see Figure 1). 

Figure 1. Non-biased capacitance variance vs. line 
voltage chart(red line is longitudinal values/blue line is 
differential values)

The relatively flat curves shown in Figure 1 demonstrate 
the SDP0240T023G6’s minimal variation in capacitance as 
the line voltage approaches the standoff voltage. The red 
curve indicates the longitudinal (from each line to the ground 
reference of the chipset) capacitance values; the blue curve 
shows the differential (or transverse) values. The results shown 
were obtained without the application of an external bias. 
However, if a biasing voltage is included, it will restrain the off-
state capacitance changes to nearly zero. 

Figure 2. The SDP0240T023G6 is placed between the line driver 
and coupling transformer, so the transformer and any line 
side component will provide the initial overvoltage protection 
mitigation.

The SDP0240T0236G shown in Figure 2 is optimized for 
overvoltage protection of xDSL line drivers. It is intended 
for installation between the line driver and the coupling 
transformer, so the transformer and any line side component 
used will provide the initial overvoltage protection/surge 
mitigation. The SDP0240T023G6 component can handle any 
residual lightning, ESD or power fault surge content that does 
get coupled across the transformer isolation barrier. If the 
SDP0240T0236G’s “Bias-” pin (Pin 2) is connected to the xDSL 
chipset’s ground reference, it can provide both common mode 
and differential mode protection. If its “Bias+” and “Bias-” 
pins are connected to the DSL chipset’s ± voltage rails (must 
be ≤ 19V), it can provide rail-to-rail protection for any surges 
>19–29V (the component’s VDRM to VS range). 
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The most popular type of Wireless Base Station deployment 
(cell site) consists of a Base Transceiver Station (BTS) located 
in close proximity to the antenna tower. This BTS connects 
to both the Mobile Switching Center (MSC), which directs 
hand-off between towers for mobile users, and the Radio 
Frequency (RF) transmitters/receivers antenna located on 
the tower structure. The “hut” at the base of the tower or 
in the basement of a tall building is configured with the RF 
transceivers and RF amplifiers, along with the baseband 
processing unit, test and alarm unit, ac power, battery back-up 
systems, and a backhaul transport unit (MSC connection), all of 
which are typically installed in a single rack enclosure. The RF 
amplifiers drive through the cables to the antenna located at the 
top of the elevated tower. This typical setup requires climate 
controls for the entire building structure, a large building site 
footprint, and a hefty back-up system (large, bulky batteries); it 
also is subject to high signal and power losses in the cable due 
to the length of the cable between the RF amplifiers and the 
transmitter/receiver antennas mounted at the top of the tower. 
Tower Mounted Amplifiers (TMAs) are sometimes required 
to boost this RF signal when the distance between the tower-
mounted antenna and the BTS location is too great. Some 

architecture changes are being implemented to correct some of 
these long-standing drawbacks.

Five basic Base Station architectures are in use today:

1. Legacy architecture, with all of the equipment located 
inside the BTS hut, with a coax connection to the top 
of the tower and a fiber/copper connection to the MSC 
(illustrated in Figure 1).

2. Split architecture design, with the BaseBand Unit 
(BBU) located indoors and a Remote Radio Unit (RRU) 
located on the tower (illustrated in Figure 2). 

3. “Hoteling” approach that uses a single BTS hut but 
connects to multiple towers (illustrated in Figure 3).

4. All-outdoor, zero-footprint BTS, with all components 
located on the tower (essentially multiple boxes on 
the tower that travel via a combination of coax to the 
antennas and fiber/copper to the MSC without a BTS 
hut in between, as illustrated in Figure 4).

5. Capacity Transfer System (wireless BTS repeater 
concept) (illustrated in Figure 6).

Figure 1. Legacy BTS (cell site). Radio tower and BTS equipment used in a typical cell site location.

Legacy BTS drawbacks: 

•	 BTS hut must be physically close to the tower to avoid the need for Tower Mounted Amplifiers (TMAs)

•	 Large footprint requirement

•	 Structurally reinforced rooftops needed to support BTS hut

•	 Lack of suitable size location in highly populated areas

•	 Parameter security requirements

•	 Nuisance appearance in local neighborhoods 

Application Note:

Distributed Base Stations
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= Li�elfuse protec�on opportunity

Base Station power line protection devices help prevent service 
disruptions to customers, improve system reliability and lower 
maintenance costs
 
Wireless network base stations need protection from over voltage and 
over currents which can be caused by lightning and power line accidents 
and other disturbances.  Base stations are often located in remote 
and lightning-prone areas, where access to quick and efficient repair is 
difficult and expensive.  Using appropriate protective circuits and devices 
will lower damage risks.

Power Input Line Risks and Protection

The main sources of danger to wireless network base stations are 
lightning and power faults.   A strike directly to or nearby the tower can 
produce high voltages and cause huge currents to flow through the 
power input lines. Similar surges can be produced by short circuits to 
higher-voltage transmission lines and switching transients. The resulting 
damage will incur repair time, service downtime and and disruptions to 
customers.

The most appropriate protection for these power input lines are a 
combination of fuses and high power TVS Diodes installed in the AC 
power distribution box. 

Using appropriate protective devices improves reliability and minimizes field service calls.

Littelfuse high power 
AK / LTKAK Series TVS 
Diodes were specifically 
designed for high 
energy transient voltage 
protection applications.
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Application Notes:

Wireless Network Base Station
AC and DC Power Line Circuit Protection
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